
ISO/IEC 20000 processes Fault Configuration/Change Accounting Performance Security

Incident Management
√

Problem Management
√

Configuration Management (
√

)
Change Management

√

Release Management
√

Budgeting & Accounting for IT services
√

Capacity Management
√

Continuity & Availability Management
√

Service Reporting
√

Information Security Management
√

TABLE I
MAPPING: ISO/IEC 20000 PROCESSES AND FCAPS DOMAINS

↔ realizable information security levels and related
costs

e) Information exchange: SLM ↔ Accounting Manage-
ment processes
→ IT service accounting, charging and usage data
← total costs of ownership (TCO) for IT services
↔ customer- and service-specific pricing

E. Process view layer: Summary

The four abstract models presented in this section have
been derived from the scenarios by identifying use cases
and analyzing these use cases by means of the requirements
engineering approach presented in section V. The results build
the first step towards a management architecture for SLM. So
far, nothing has been said about concrete sytem design. To
continue, the models of the process view layer have to be
refined into system architecture models. Since these models
become quite voluminous, we will focus on the presentation
of a small fraction of the system architecture layer in the
following section.

VII. SLM: SYSTEM SPECIFICATION LAYER

Picking up the exemplary use cases from section V, this
section gives a specific outline of the specification of a man-
agement system covering the presented requirements. Section
VII-A illustrates OM, FM and CM from a system architecture
point of view, and section VII-B illustrates the resulting
management system’s setup.

A. Extract of the platform-independent models

According to figure 10, the organizational model defines
three major types of entities: management consoles, man-
agers and agents. In the regarded use case-specific parti-
tion, two consoles are required: one for the provider-side
SLA manager role and one for the customer representa-
tive role. Both consoles realize an interface to the central
SLAManagingEntity of the management system. Agents
are required to perform initiated management actions on the
respective systems.

The functional model provides functions to be
invoked from the two management consoles as well as
functions to be called by the SLAManagingEntity.

Organizational model Functional model

Information model Communication model

...

Consoles:

 SLManagerIn

 CustomerIn

CentralManagers:

 SLAManagingEntity

 SPOManagingEntity

Agents:

 SLAControlAgent

 SPOPlanAgent

 FaultAgent

 PerformanceAgent

 ChangeConfAgent

...

...

   --SLA CONTROL--

CustomerIn:

 requestForSLChange()

SLManagerIn:

 changeServiceLevel()

SLAManagingEntity:

 checkSLChange()

 performSLChange()

    --SPO PLAN--

CustomerIn:

 requestForService()

SLManagerIn:

 planService()

SPOManagingEntity:

 checkConstraints()

 requestChange()

 updatePortfolio()

...

REFER TO

SEC. VII-C

...

sendMgmtCommand()

 TO SLAControlAgent,

 TO SPOPlanAgent

sendNotification()

 TO FaultAgent

requestCooperation()

 WITH PerformanceAgent

 WITH ChangeConfAgent

...

Fig. 10. Exemplary components of an SLM architecture (System Architecture
Layer)

Invocations of the requestForSLChange() function
from the CustomerIn console are collected by the
central SLAManagingEntity and reported to the
provider-side SLA manager by forwarding them to the
SLAManagerIn console. The checkSLChange()
and performSLChange() functions are called by
the SLAManagingEntity after an invocation of


